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NEW Permission Based 
Profile

RDN is introducing new permission roles to allow for better access for each user.

The Upper Management and Accounting password have also been removed from RDN and will no
longer be required to access Upper Management or Accounting. User profiles will now be
permission based on roles: Administrator, Manager, Accountant, and Non-Manager users.

Administrator: Users with the Administrator Permission will be able to access ALL sections of RDN
including Accounting and Upper Management.

Manager: Users with the Manager Permission will be able to access the majority of RDN with a few
exceptions. The Manager Permission does not allow access to Accounting, the option to View/Edit
Company User Accounts in Upper Mgmt., nor does it allow invoice payment on the case page.

Accountant: Users with the Accounting permission will be allowed access to the Accounting section
and invoice payment options. The Accountant permission does not grant access to Upper
Management. *Administrators do not need the Accounting permission.

Non-Manager: Users without an Administrator, Manager, or Accounting permission will not be
allowed access to Upper Management, Accounting and invoice payments options, nor will they be
allowed to edit an RDN Form.

USERS IN RDN WHO PREVIOUSLY HAD THE MANAGER PERMISSION WILL AUTOMATICALLY BE
MOVED TO THE ADMINISTRATOR PERMISSION. Please adjust each user according to the desired
access level utilizing the new permissions listed above.



NEW Removal of Secondary 
Passwords

A secondary password is no longer required to access the Upper-Management Area and 
Accounting Functions. No password prompt will appear. Access to Upper-Management 
and Accounting is based on permissions applied to a user profile. 

Password no longer required.



NEW Permission Based 
Profile - Administrator

Apply  or Remove 
“Administrator” permission.

Users with the Administrator Permission will be able to access ALL sections of 
RDN including Accounting and Upper Management.



NEW Permission Based 
Profile - Manager

Apply  or Remove 
“Manager” permission.

Users with the Manager Permission will be able to access the majority of RDN with a few 
exceptions. The Manager Permission does NOT allow access to Accounting or any invoice 
payment option. The Manager will have access to Upper Management with the exception of 
View/Edit Company User Accounts. A Manager role will does not have access to Create or 
Edit a User Account.



NEW Permission Based 
Profile - Manager

Accounting tab removed.

Accounting Functions are disabled.

Users with the Manager Permission will be able to access the majority of RDN with a few 
exceptions. The Manager Permission does NOT allow access to Accounting or any invoice 
payment option. The Manager will have access to Upper Management with the exception of 
View/Edit Company User Accounts. A Manager role will does not have access to Create or 
Edit a User Account.



NEW Permission Based 
Profile - Accounting

Apply  or Remove 
“Accounting” permission.

Users with the Accounting permission will be allowed access to the Accounting section. No
password will be required to access Accounting. The Accountant permission does not grant
access to Upper Management. *Administrators do not need the Accounting permission.



NEW Permission Based 
Profile - Accounting

User can access the
Accounting Functions.

Users with the Accounting permission will be allowed access to the Accounting section. No
password will be required to access Accounting. The Accountant permission does not grant
access to Upper Management. *Administrators do not need the Accounting permission.



NEW Permission Based 
Profile – Non-Manager

A Non-Manager user does not have the 
Administrator, Manager, or Accounting 

permission applied to the profile

Users without an Administrator, Manager, or Accounting permission will not be 
allowed access to Upper Management, Accounting and invoice payments options, 
nor will they be allowed to edit an RDN Form.



NEW Permission Based 
Profile – Non-Manager

Accounting tab removed.

Access to Upper-Management and 
Accounting is disabled.

Users without an Administrator, Manager, or Accounting permission will not be 
allowed access to Upper Management, Accounting and invoice payments options, 
nor will they be allowed to edit an RDN Form.



LIMITED VERSION

NEW Permission Based Profile



NEW Permission Based 
Profile

Dear Customers,

RDN is introducing new permission roles to allow for better access for each user.

Administrator and Non-Manager users.

Administrator: Users with the Administrator Permission will be able to access ALL sections of RDN
including RDN Account Management and Edit Company User Accounts.

Manager/Non-Manager: Users with OR without the Manager permission will NOT able to access
Company User Accounts, RDN Account Management, Edit Company Profile, or Invoices/Credit
Cards.

USERS IN RDN WHO PREVIOUSLY HAD THE MANAGER PERMISSION WILL AUTOMATICALLY BE
MOVED TO THE ADMINISTRATOR PERMISSION. Please adjust each user according to the desired
access level utilizing the new permissions listed above.



NEW Permission Based 
Profile - Administrator

Apply  or Remove 
“Administrator” permission.

Users with the Administrator Permission will be able to access ALL sections of 
RDN including RDN Account Management and Edit Company User Accounts.



NEW Permission Based Profile 
Manager/Non-Manager

Apply or Remove “Manager” 
permission.

Users with OR without the Manager permission will NOT able to access Company 
User Accounts, RDN Account Management, Edit Company Profile, or 
Invoices/Credit Cards.



NEW Permission Based 
Profile – User Functions

User Functions with 
“Administrator” permission.

Users with the Administrator Permission will be able to access ALL sections of 
RDN including RDN Account Management and Edit Company User Accounts.

User Functions with 
“Manager” permission.


